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Notice of Ransomware Incident at Consolidated Subsidiary 
 

 
We hereby announce that the internal servers of YAC GARTER CO., LTD. (Head Office: Ome City, Tokyo, 
President: Toshihiko Ito, hereinafter referred to as “Garter”), a consolidated subsidiary of our company, were 
subject to unauthorized access by a third party, resulting in a system failure caused by ransomware infection. 
We sincerely apologize for the concern and inconvenience this incident may cause to our business partners 
and other stakeholders. 
 
 
1. Discovery of the Incident 

In the early hours of Tuesday, November 25, 2025 (Japan time), Garter detected abnormalities 
in its internal servers. Subsequent investigation confirmed infection by ransomware. 

 
2. Current Status and Future Response 

I.  The affected servers have been isolated from external networks, including those within our 
corporate group. With the assistance of external experts, we are currently conducting a 
detailed assessment, investigating the cause, and working toward recovery. 

II.  At this time, no leakage of personal information, customer data, or other confidential 
information held by Garter has been confirmed. 

 
3. Impact on Business Performance 

Our company currently expects the impact of this incident on our consolidated business results 
for fiscal year 2025 to be minor. Should any matters requiring disclosure arise, we will promptly 
provide updates. 

 
 
NOTE: This document is an English translation of the original Japanese version provided for reference 

purposes only. In the event of any discrepancy or inconsistency between this translation and 
the Japanese original, the Japanese original shall prevail. 

 


